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RESUMO: O presente artigo tem por objetivo analisar o uso do reconhecimento facial
(RF) pela seguranca publica de Minas Gerais, na perspectiva da populacdo
pousoalegrense. O avanco da tecnologia de reconhecimento facial utilizado pela
seguranca publica permite identificar individuos de forma rapida e precisa. No entanto,
a adocéo de RF levanta questdes importantes sobre privacidade, vigilancia em massa
e direitos civis. Este estudo visa analisar como a populagéo percebe essas questdes,
contribuindo para um debate fundamentado sobre os beneficios e riscos associados
ao RF na seguranca publica. O problema da pesquisa consiste na indagacgéo: E
possivel utilizar tecnologia de reconhecimento Facial (RF) na seguranca publica de
Minas Gerais sem que interfira de forma negativa nos direitos constitucionais dos
individuos? Conclui-se que o uso do RF pela seguranca publica no municipio de
Pouso Alegre contribuirda significativamente, com a aprovacao da populagéo, para a
reducdo da criminalidade no municipio desde que seja respeitado os direitos dos
individuos previstos na Constituicio Federal de 1988. Palavras-chave:
Reconhecimento Facial; Seguranca Publica; Direitos Constitucionais; direito a

Privacidade.

ABSTRACT: This article aims to analyze the use of facial recognition (FR) technology
by public security forces in the state of Minas Gerais, from the perspective of the
population of Pouso Alegre. The advancement of facial recognition technology used
by public security enables the rapid and accurate identification of individuals. However,
the adoption of FR raises important issues related to privacy, mass surveillance, and
civil rights. This study seeks to examine how the population perceives these issues,
contributing to a well-grounded debate on the benefits and risks associated with FR in

public security.

The research problem is centered on the following question: Is it possible to use facial
recognition (FR) technology in the public security system of Minas Gerais without
negatively interfering with individuals’ constitutional rights? The study concludes that
the use of FR by public security in the municipality of Pouso Alegre will significantly
contribute—supported by public approval—to reducing crime in the city, provided that

the rights established in the Federal Constitution of 1988 are duly respected

Keywords: Facial Recognition; Public Security; Constitutional Rights; Right to Privacy.



1. INTRODUCAO

O avanco tecnoldgico das ultimas décadas transformou de maneira significativa
a forma como os érgaos de seguranca publica atuam na prevenc¢do e no combate a
criminalidade. Entre as inovacdes tecnoldgicas aplicadas a seguranca publica,
destaca-se o uso do reconhecimento facial (RF), ferramenta capaz de identificar
individuos a partir de caracteristicas biométricas Unicas, como a estrutura do rosto
(KASPERSKY, 2021). Em Minas Gerais, essa tecnologia tem sido gradativamente
incorporada as politicas de seguranca publica, sendo utilizada, por exemplo, na
identificacdo de suspeitos, localizacdo de foragidos e monitoramento de eventos de

grande porte. (ESTADO DE MINAS).

A implementacéo do reconhecimento facial em tempo real deve obedecer a
parametros juridicos estritos, em consonancia com a Lei Geral de Prote¢do de Dados
(Lei n° 13.709/2018) e tratados internacionais de direitos humanos, a fim de evitar
abusos e uso desproporcional da tecnologia (BRASIL, 2018; IRIS-BH, 2023).

Segundo Soares (2025), “o reconhecimento facial em espagos publicos deve
ser objeto de regulamentacdo especifica, com critérios claros para coleta,

armazenamento e uso das informagdes biométricas”.

Apesar de seu potencial para aumentar a eficiéncia das a¢fes policiais e
agilizar processos investigativos, o reconhecimento facial levanta questdes relevantes
sobre privacidade, protecéo de dados, direitos fundamentais e riscos de vigilancia em
massa. Um estudo do Centro de Estudos de Seguranca e Cidadania (CESeC) aponta
justamente que a adocao do reconhecimento facial em capitais brasileiras ocorreu de

forma acelerada e sem participacao social ou transparéncia adequada (CESeC, 2021,
p. 5).

A discussdao torna-se ainda mais pertinente quando observada sob a 6tica da
populacdo que vivencia a aplicacao dessa tecnologia no cotidiano. Em cidades como
Pouso Alegre, compreender a percepc¢ao social sobre o tema é essencial para avaliar
ndo apenas a eficacia técnica do RF, mas também sua aceitacdo social, legitimidade

e impactos na relagéo entre Estado e cidadaos.



Nesse contexto, o presente estudo tem como objetivo analisar o uso do
reconhecimento facial pela seguranca publica de Minas Gerais sob a perspectiva da
populacdo pouso-alegrense, buscando identificar o grau de conhecimento, as opinides
e preocupacdes da sociedade local. A pesquisa pretende contribuir para o debate
sobre a implementacédo de tecnologias de vigilancia, equilibrando a necessidade de
seguranca e a preservacao dos direitos individuais, além de oferecer subsidios para
politicas publicas mais transparentes, éticas e alinhadas aos principios

constitucionais.

2. METODOLOGIA

Para compreender a percepcao da populacdo mineira sobre o uso da RF foi
utilizada reviséo de literatura com analise de artigos académicos, juridicos e noticias
sobre 0 uso de RF na seguranca publica. Em relacdo a percepcéo da populacao foi
realizada uma pesquisa de campo de opinido com coleta e analise de dados referentes
a privacidade e seguranca, eficacia e confiabilidade, impactos sociais e direitos civis

e aceitacao e regulamentacao.

3. ASPECTOS TECNICOS DO RECONHECIMENTO FACIAL

O reconhecimento facial € um sistema biométrico que processa imagens em
etapas, envolvendo a deteccdo da face, a extracao de caracteristicas e a comparacao
com um banco de dados, sendo atualmente potencializado por redes neurais
profundas e grandes conjuntos de dados (WANG; DENG, 2018).

RECONHECIMENTO FACIAL

__________

1 1

1 1
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— Q) — | a5
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DETECCAO EXTRACAO DE COMPARAGAO
DA FACE CARACTERISTICAS

WANG, Meng; DENG, Weihong. Deep face recognition: a survey.
Neurocomputing, v. 429, p. 215-244, 2018

FIGURA 1 — Reconhecimento Facial
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Fonte: (WANG; DENG, 2018).

Para Nunes (2016), O reconhecimento facial € primariamente utilizado para
duas tarefas, sendo elas de verificagdo (comparagao um para um): Quando a imagem
de uma face de um individuo desconhecido € apresentada junto com uma afirmacéo
de identidade, verificando se o individuo condiz com quem é dito ser; e ldentificacdo
(comparacdo um para muitos): Onde dada a imagem de um individuo desconhecido,
determina-se a sua identidade comparando (possivelmente apés uma codificacdo) a
imagem com a base de dados de imagens de individuos conhecidos.

De acordo com Guimarédes (2022) o Reconhecimento Facial utilizado em
sistema automatico analisa a informacao contida na face do individuo, como por
exemplo, a identidade, o0 sexo, a expressao, a idade, entre outros. Essas informacdes
sédo coletadas e armazenadas em banco de dados em tempo real. Segundo
Guimaraes (2022) o Reconhecimento Facial € um processo que visa identificar de

forma mais rapida qualquer pessoa definindo o tipo mais apropriado de interacao.

4. RECONHECIMENTO FACIAL E OS ASPECTOS JURIDICOS

No ordenamento juridico brasileiro, o uso do reconhecimento facial deve ser
analisado sob a otica da Constituicdo federal de 1988, bem como da Lei geral de
Protecdo de Dados (lei n°® 13.709/2018 — LGPD). De acordo com (Marques, 2021) o
monitoramento por reconhecimento facial no Brasil esta crescendo, porém néo existe
uma lei efetiva que regulamente o uso da tecnologia o que € diferente de outros
paises. Em Minas Gerais n&o ha a manifestacdo publica da populacdo mostrando a
satisfacdo e a insatisfacdo pela aplicacdo dessa tecnologia para a vigilancia em
massa. Para isso, faz-se necessario uma pesquisa com objetivo de coletar a opinido

da populacéo que tera os seus dados monitorados por meio dessas tecnologias.

4.1. Reconhecimento Facial e a lei Geral de Protecao de Dados (LGPD)
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O reconhecimento facial é uma tecnologia de biometria que realiza a
identificacdo ou verificacdo da identidade de uma pessoa por meio de caracteristicas
faciais extraidas de imagens ou videos (Guilherme, 2022). Essas caracteristicas,
transformadas em vetores ou templates biométricos, séo classificados pela Lei Geral
de Protecao de Dados Pessoais (LGPD) como dados pessoais sensiveis.

De acordo com o art. 5° Il, da LGPD, dado pessoal sensivel € aquele “sobre
origem racial ou étnica, convicc¢éo religiosa, opinidao politica, filiacdo a sindicato ou a
organizacdo de caréter religioso, filosofico ou politico, dado referente a saide ou a
vida sexual, dado genético ou biométrico, quando vinculado a uma pessoa natural”.
Isso significa que o tratamento de dados provenientes do reconhecimento facial exige

salvaguardas adicionais.

O art. 23 da LGPD estabelece que o tratamento de dados pessoais pelo poder
publico deve ter finalidade publica e ser realizado para a execucédo de competéncias
legais ou politicas publicas previstas em norma. Além disso, exige-se a indicacédo da
base legal especifica e a divulgacdo pubica das hipoteses de uso, garantindo

transparéncia.

No caso do Reconhecimento Facial aplicado a seguranca publica, o art. 4°, 1,
da LGPD exclui do seu escopo de aplicagdo o tratamento de dados “para fins
exclusivos de seguranca publica, defesa nacional, seguranca do Estado ou atividades
de investigacao e repressao de infragdes penais”. Entretanto, tal exclusdo ndo implica
auséncia de regras: segundo o 81° do mesmo artigo, esse tratamento deve observar
legislacéo especifica e salvaguardas proporcionais aos direitos fundamentais, como
estabelecido na Portaria MJSP n° 961 / 2025.

4.2. Reconhecimento Facial frente a Constituicdo Federal de 1988

O art. 144 da CF/ 88 atribui & seguranca publica a funcéo de preservacao
da ordem publica e da incolumidade das pessoas e do patrimdnio, cabendo a
Unido, estados, Distrito Federal e municipios sua execucdo. A Constituicdo da
Republica Federativa do Brasil de 1988 estabelece, em seu art. 19, I, a dignidade da
pessoal humana como um dos fundamentos do Estado Democratico de Direito, e, no

art. 5°, caput, assegura a inviolabilidade do direito a vida, a liberdade, a igualdade, a
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seguranca e a propriedade. A utilizacdo de sistemas de reconhecimento facial no
ambito da seguranca publica deve ser interpretada a luz desses direitos e dos
principios constitucionais. Alguns direitos fundamentais podem ser afetados pela
implantacdo dos sistemas de reconhecimento na seguranca publica e o art. 5°, X, da
CF assegura a inviolabilidade da intimidade, vida privada, honra e imagem das
pessoas, protegendo-as contra uso indevido de informagbes pessoais. O
reconhecimento facial, ao captar e processar dados biométricos, toca
diretamente esse nucleo protegido, exigindo limites claros e salvaguardas

juridicas.

Em relacéo a liberdade de locomocéo, o art. 5°, XV, a liberdade de ir e vir
pode ser indiretamente afetada quando a vigilancia massiva inibe
comportamentos ou deslocamentos, fendmeno conhecido como” efeito

inibidor”.

5. PROJETOS DE LEIS EM MINAS GERAIS A RESPEITO DA UTILIZACAO
DO RECONHECIMENTO FACIAL PELA SEGURANCA PUBLICA

Em Minas Gerais estdo em tramitacdo na Assembleia Legislativa, projetos de
leis que tratam da implementacéo do reconhecimento Facial pela seguranca publica
do estado. A PL 391/2019, do Deputado Carlos Henrique (PRB), propde a
implantacéo de tecnologia de reconhecimento facial em locais publicos no Estado de
Minas Gerais. Tal projeto esta aguardando parecer nas comissdes (Constituicdo e

Justica, Seguranca publica, Fiscalizacao financeira e Orcamentaria).

Em contrapartida, tramita na Assembleia Legislativa, o PL 3812/2022, de
autoria da Deputada Andréia de Jesus (PT) que estabelece restricbes ao uso de
tecnologias de reconhecimento facial pelo poder publico no Estado. Este projeto foi
anexado ao PL 391/2019, para serem analisados em conjunto, porém ainda néo se
tem um parecer para o assunto que dependera dos debates em comissdes e da

possivel formulacdo de um texto final.

6. IMPLEMENTACAO DA TECNOLOGIA DE RECONHECIMENTO FACIAL NO
ESTADO DE SAO PAULO
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O Brasil ainda ndo possui uma regulamentacdo especifica para a utilizacdo do
reconhecimento facial pelas for¢as de seguranca publica, isso faz com que os estados
utilizem essa tecnologia de forma distinta. A tecnologia de reconhecimento facial tem
sido utilizada no estado de Sao Paulo, através do programa da Prefeitura, conhecido
como Smart Sampa. Este programa utiliza tecnologias de inteligéncia artificial e o
sistema de reconhecimento facial que permite a localizagdo de pessoas

desaparecidas e foragidos da justica.

De acordo com a Prefeitura de Sado Paulo o Sistema Smart Sampa, ajudou a
capturar mais de 1700 foragidos da justica, além de prender mais de 1300 pessoas
no ano de 2025. O sistema também ajudou a localizar mais de 80 pessoas

desaparecidas.

7. IMPLEMENTACAO DA TECNOLOGIA DE RECONHECIMENTO FACIAL NO
ESTADO DA BAHIA

No estado da Bahia, durante o carnaval de Salvador em 2019, foi utilizado o
método de reconhecimento facial nas cameras pela Secretaria de Seguranca Publica,
gue auxiliaram as forcas de seguranca publica com a prisdo de infratores, pessoas

com mandado de prisdo em aberto, além de localizar pessoas desaparecidas.

8. IMPLEMENTACAO DA TECNOLOGIA DE RECONHECIMENTO FACIAL NO
ESTADO DE MINAS GERAIS

A utilizacdo da tecnologia de reconhecimento facial no Estado de Minas Gerais
tem se consolidado como uma das principais estratégias de modernizacdo da
seguranca publica. O sistema foi implementado inicialmente em carater experimental
pela Secretaria de Estado de Justica e Seguranca Publica (SEJUSP-MG), em parceria
com a Policia Militar e com empresas de tecnologia, visando aprimorar a identificacdo

de suspeitos e foragidos durante eventos de grande porte e operacdes especificas.
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Durante o Carnaval de 2023, por exemplo, o uso do reconhecimento facial
contribuiu para a prisao de diversos individuos procurados pela Justi¢ca, demonstrando
0 potencial da tecnologia para aumentar a eficiéncia das acdes policiais e reduzir o
tempo de resposta das forcas de seguranca. Em outras ocasides, como eventos
esportivos e festas regionais, o sistema também foi utilizado com resultados positivos,
segundo dados divulgados pela propria SEJUSP-MG e pela Agéncia Minas.

9. RESULTADOS E DISCUSSAO

A pesquisa de campo utilizada por meio de questionario online € fundamental para
aproximar a teoria da realidade, oferecendo dados concretos que enriquecem a
analise e contribuem para uma melhor visdo do assunto estudado. A opinido da
populacdo é importante pois reflete a realidade social garantindo legitimidade, o que

torna as acdes confiantes e aceitaveis e que fortalece a democracia.

Os resultados obtidos ap0s o preenchimento do questionario pela populagéo
pousoalegrense disponibilizado via googleform, mostrou que a maioria das pessoas
entrevistadas (85%) ja ouviu falar sobre o uso dessa tecnologia, e a opinido geral &

bastante favoravel.

® sim
® nao

FIGURA 2 — Conhecimento sobre o Reconhecimento Facial
FONTE: Préprio autor (2025)

Além disso, 60% dos entrevistados tem conhecimento da utilizagdo do
reconhecimento facial em Minas Gerais, contudo, apenas 40% indicaram ter

conhecimento sobre sua aplicacdo. Esse contraste revela que, embora a tecnologia
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seja popular no imaginério coletivo, sua implementacdo pratica no estado ainda é

pouco divulgada ou compreendida pela populacdo, conforme a figura abaixo:

® sim
® nao

FIGURA 3 — Conhecimento da utilizac&o do Reconhecimento Facial em Minas Gerais
FONTE: Proprio autor (2025)

Os dados indicam que somente 40% dos entrevistados ja presenciaram
cameras de reconhecimento facial em locais publicos. Tal resultado reforca a
percepcao de que, apesar do avanco tecnoldgico, a presenca visivel desse tipo de
sistema ainda ndo € amplamente percebida no municipio ou em areas de circulacéo

cotidiana.

® sim
® nzo

FIGURA 4 — Cameras de reconhecimento facial em locais publicos
FONTE: Proéprio autor (2025)

Em relagcao a aceitagdo da tecnologia de reconhecimento facial pela
populacéo, os dados mostram que 97,5% acredita que o reconhecimento facial

aumenta a seguranca publica.



® sim
® nao

FIGURA 5 - Aceitacao da tecnologia de reconhecimento facial
FONTE: Proprio autor (2025)

Apesar da grande maioria dos entrevistados (75%) acreditar que o uso do
reconhecimento facial ndo viola a privacidade das pessoas, existe preocupacao
significativa que foi mencionada por 25% dos entrevistados, conforme a imagem a

seqguir:

® sim
® nao

FIGURA 6 — Preocupacdes sobre o Reconhecimento Facial - privacidade
FONTE: Pro6prio autor (2025)

16
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Perguntado se o uso da tecnologia de reconhecimento facial contribui para prevenir

crimes e capturar foragidos da justica, 95% dos entrevistados acredita que sim.

® sim
® nao

@ néo sei opinar

FIGURA 7 — O uso do Reconhecimento Facial contribui para prevenir crimes e
capturar foragidos da justica
FONTE: Proprio autor (2025)

Perguntado sobre a confianca que os dados biométricos (imagens faciais) séo
armazenados e usados de forma segura pelos 6rgaos publicos, 75% dos

entrevistados relataram que estao confiantes.

® sim
® nao

FIGURA 8 — Confianc¢a na utiliza¢@o e armazenamento dos dados utilizados com
o Reconhecimento Facial
FONTE: Proprio autor (2025)
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Perguntado se o sistema de reconhecimento facial deve ser utilizado somente com
autorizacdo judicial, 85% dos entrevistados acredita que ndo h& necessidade,

conforme figura abaixo:

® sim
® nio

FIGURA 9 — Utilizacado do Reconhecimento Facial com autorizacao judicial
FONTE: Proprio autor (2025)

Por fim, 97,5% dos entrevistados sdo a favor da implementacdo do

reconhecimento facial pelos 6rgdos de seguranca publica, conforme a figura abaixo:

® sim
® nao

FIGURA 10 — Implementacdo do reconhecimento Facial pelos 6rgaos de seguranca
publica
FONTE: Proprio autor (2025)
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10. CONSIDERACOES FINAIS

A andlise dos dados coletados evidencia que a populacdo de Pouso Alegre
apresenta uma percepcdo amplamente favoravel ao uso do reconhecimento facial
pelos 6rgdos de seguranca publica. A maioria dos participantes demonstra
conhecimento prévio sobre a tecnologia e reconhece sua potencialidade para
aumentar a seguranca publica, auxiliar na identificacdo de criminosos e contribuir para
a prevencao de delitos. Em todas as questdes relacionadas a eficacia e a utilidade
pratica do sistema, o nivel de concordancia ultrapassa 90%, o que revela forte
confianca da sociedade na capacidade da tecnologia de aprimorar as atividades de

vigilancia e investigacao.

Apesar da elevada aprovacdo, uma parcela dos respondentes manifesta
preocupacado com aspectos éticos e juridicos, especialmente no que diz respeito a
privacidade, ao armazenamento seguro dos dados biométricos e a possibilidade de
erros de identificacdo. Essas pondera¢des mostram que, embora a populacdo apoie
a implementacdo do reconhecimento facial, espera que o0 uso seja pautado por
critérios de responsabilidade, transparéncia e fiscalizacdo, garantindo-se a protecéo

dos direitos fundamentais dos cidadaos.

De maneira geral, os resultados demonstram que existe um ambiente social
amplamente favoravel a adogcédo e expansdo dessa tecnologia no municipio, desde
gue acompanhada de regulamentacédo adequada, protocolos rigidos de seguranca da
informac&o e mecanismos de controle institucional. Assim, a pesquisa reafirma que o
reconhecimento facial € percebido como uma ferramenta promissora no
fortalecimento da seguranca publica, sendo vista pela comunidade como um recurso
moderno, eficaz e alinhado as necessidades de enfrentamento a criminalidade no

contexto atual.
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